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A digital tool to foster financial inclusion

In developing countries, e-money has the potential to reach millions of unbanked individuals with transactional services, providing a first step towards financial inclusion. Having flourished in Sub-Saharan Africa, e-money services are also emerging in Latin America, where several countries have recently introduced specific regulations. The general approach is allowing non-bank institutions to issue e-money while setting specific rules to protect customers’ funds.

What is electronic money?

Electronic money (or e-money) is a financial instrument that stores value electronically against the receipt by the issuer of the equivalent funds. It is accepted as a means of payment by third parties other than the issuer, and may be transferred between users and converted back into cash. The value is stored on an electronic device that may be an Internet wallet, a pre-paid payment card or other smart cards such as a mobile phone card. In this latter case, e-money is sometimes referred to as ‘mobile money’.

An early step to financial inclusion in emerging markets

In emerging markets, where millions of people do not use formal financial services, e-money products represent a first step for the financial inclusion of the unbanked. In those countries, mobile penetration rates have significantly increased in recent years, so mobile-based e-money products provide an attractive and easy access to basic financial services such as payments and money transfers. The potential of e-money to go beyond an early stage of financial inclusion depends on the involvement of banks in this activity, as it opens the door to offering credit and saving products. Yet, on the other hand, allowing non-bank institutions, such as mobile network operators (MNOs), to issue e-money has the potential to reach the unbanked population more rapidly. In particular, mobile network operators present two main advantages: i) millions of unbanked individuals are already part of their customer base, and ii) they have distribution agents in widely dispersed and remote areas. Given the complementary role of banks and MNOs, their partnership in the development of e-money products has the potential to foster financial inclusion in emerging markets.

Risks to be addressed

As e-money issuers take funds from the public, the risk arises of money being lost or unavailable when requested by customers. This risk is particularly relevant when the e-money business is opened to non-prudentially regulated firms, making the case for specific regulation to protect customers’ funds. Moreover, financial system integrity could also be questioned if no proper anti-money laundering (AML) and combating the financing of terrorism (CFT) procedures were applied. Yet demanding ‘know your customer’ (KYC) requirements may hamper the access to financial services, particularly in developing countries, where documentation requirements are one of the barriers to financial inclusion.

Regulatory approaches in Latin America

E-money has been particularly successful in Sub-Saharan Africa, where there are more than 120 active services, but has more recently expanded to other emerging regions, including Latin America, with nearly 30 services in operation. Since 2013, Latin American countries such as Peru, Paraguay, Uruguay and Colombia have specifically regulated e-money, creating a new legal status to allow non-bank firms to issue e-money. Those institutions are not allowed to intermediate with their customers’ funds and must hold an amount of funds equivalent to the total e-money issued in certain types of liquid assets - generally bank deposits held in trust accounts. In addition, Peru and Colombia impose prudential capital requirements (2% of the customers’ funds) as well as a minimum amount of capital to set up an e-money issuer firm. Regarding AML and CFT, as e-money accounts are generally subject to limits for balances and/or transactions, KYC requirements are proportionate to the risks involved. Indeed, Colombia and Peru establish two different types of e-money accounts with different limits and KYC requirements.
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