The Open Banking Standard

Defining the API bank model
UK authorities are leading regulatory initiatives to promote greater innovation and competition in financial services by leveraging the digital opportunity. Regulating data sharing and banking APIs is currently on the regulator’s agenda due to their potential benefits both for consumers and financial institutions. Defining a solid framework for banks to share information and products would place the UK in a strong position to lead the development of an international standard.

Context
In September 2014, HM Treasury published a report on data sharing and open data for banks, which explored potential uses of data in financial services through Application Programming Interfaces (APIs) in financial services, in a way that is consistent with data protection and privacy.

In March 2016, the British Open Banking Working Group (OBWG) released a document on The Open Banking Standard in response to a previous request made by HM Treasury in September 2015. The document defines a framework for an open banking model and addresses how data should be created, shared and used by its owners and those who can access them.

The latest European Directive on payments (PSD2), released in January 2016, requires banks to provide services that will enable their customers to receive some of their data over the Internet and easily, safely and securely share it with third parties, when it enters into force in 2018. The upcoming General Data Protection Regulation (GDPR) will enshrine the individual’s rights to data portability, consent to sharing and specific uses. Implementing the Open Banking Standard framework could significantly accelerate the implementation of new EU regulations on banking data.

Platform banking, in which external developers can use APIs to create and extend new services, has the potential to completely reconfigure the value chain and the business model of financial institutions.

The Open Banking Standard framework
The mission statement of the Open Banking Standard (OBS) is defined as ‘unlocking the potential of open banking to improve competition, efficiency and stimulate innovation in the banking sector’, and the OBS document also addresses key issues around usability, trust, security and governance of the standard.

The document provides a clear definition of the main concepts involved in the API data sharing model (figure 1):

- First of all, it defines standards and a taxonomy of data for banking transactions and clarifies the uses and ownership of data in each case. Open data, shared data and private data can be generated by banking transactions (figure 2).

- Secondly, it defines open APIs or open standards, in which the technology and the standard are open but private data can only be accessed with permission from the data owner. Requirements for scalability, data architecture and resources for developers are also defined in the document. The focus is on openness and usability for developers, using existing resources that are already standards (such as OAuth).

- The OBS also defines the security aspects of API specifications, including authentication, authorisation,

---

access levels and permissions, and encryption, as well as security standards for data attribute providers and third parties.

- The governance model for the ecosystem should include the creation of an Independent Authority to ensure that standards and obligations between participants are upheld.

**Potential uses and challenges**

By improving access to APIs and data, a more diverse ecosystem of third parties will be bred. The participation of new players will lead to greater product innovation and choice for consumers. The standard is necessary to eliminate frictions and allow economies of scale and scope.

Data sharing for specific purposes during the “customer journey” allows, for example:

- The development of new services, such as comparing current accounts and personal financial management tools.
- Improved access to credit for individuals and SMEs as they can easily share historical transactional data with lenders.
- Simpler online accounting for SMEs, directly extracting the data they need for bookkeeping instead of inputting the data manually.
- Fraud detection can be facilitated by monitoring data across multiple accounts to identify patterns.

Today, the main challenges around the OBS are centred on security, the customers’ data literacy regarding adopting the proposition and addressing forthcoming legal and regulatory frameworks. Defining the framework is the first step toward mobilising the stakeholders and moving the OBS forward.

**Roadmap**

The proposed implementation plan has an ambitious timeline, as it aspires to cover the full extent of its scope in time for PSD2 to come into force. The aim is to have a Minimum Viable Product by the end of 2016 that can offer basic read access to data.
The API model is affected by a number of existing legal and regulatory requirements (such as the Data Protection Act - DPA - in the UK, GDPR in the EU, competition and intellectual property laws and the current Payment Services Directive), which should be considered in the implementation.

Conclusion
The use of APIs to share bank data using third-party software applications is mandatory in order to comply with existing and possible forthcoming regulations. The use of APIs by banks is becoming increasingly common as they help to drive speed and cost-effectiveness compared to traditional legacy systems.

Technology companies have used API strategies to create ecosystems that grow their product offering in new ways at a low cost. Developing an Open Banking Standard would allow banks to extend their traditional business, by becoming API providers, financial services platforms or both.

Regulation should ensure that the development of these business models achieves a high level of security, financial stability and consumer protection. The definition of the standard is a necessary step in the implementation of the model, and the UK Government, by commissioning this report, has taken the lead for future developments.
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