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Information and Communication Technologies (ICT) are developing and permeating our society for the purpose of 
helping us to achieve our goals more effectively and ease the way toward the challenges in store. A specific case 

of this kind of assistance can be found in the job market, with Spain’s new obligatory clocking-in system that 

came into force on 12 May.  

This obligation has been further strengthened on 14 May with the announcement made by the Court of Justice of 
the European Union (CJEU), stating that Member States must require employers to establish an objective, reliable 
and accessible system to measure the daily working time of each employee. This mandate is a magnificent 
opportunity for technology to assist us in the measurement of working time in all of its possible forms (including new 
options currently under expansion, such as telecommuting) in a more effective and efficacious manner, taking the 
parameters established by the CJUE also into account.  

We are aware of practical cases in Spain and in other countries that show the benefits of this digital disruption and 
how the techniques enabling control and registration are being applied. But, is it possible to have a view beyond 
these practical cases? An alternative would be to use the INE [Spanish National Statistics Institute] data on the use 
of ICT in businesses. In the section on security, businesses are asked whether user identification and 
authentication is implemented via hardware elements such as cards, and biometric factors, such as fingerprints. 

The latest results of the first quarter of 2018 indicate that there is room for improvement in this area. A little over 
half the companies in Spain use identification and authentication via hardware elements, with the percentage 
dropping to below 14% in the case of biometric elements. 

The results by business size show significant differences. In those with fewer than ten employees, only four out of 
every ten implement user identification and authentication via hardware elements and the ratio falls to fewer than 
seven out of every hundred with regard to biometric elements. At the other end of the spectrum are the larger 
companies, with 250+ employees, of which almost six out of every ten use hardware elements and almost 35 out of 
every hundred use biometric elements. 

If we add economic sectors to this breakdown, different behaviours are observed depending on the means of user 
identification and authentication. The use of hardware elements is more widespread among businesses within the 

ICT sector – above 54% - with a maximum of almost two out of every three companies among the larger ones. At 

quite a distance from these figures we find the construction industry, where percentages are below half, including 
the larger companies too. 

In terms of biometric elements, no remarkable differences by economic sector exist among large companies, where 
the ratio is around one out of three. However, as business size contracts, the differences in the percentages 
appear again between the ICT and the construction sectors.  

These figures for 2018 are slightly higher than those of the previous year, with more growth in the use of hardware 
elements among businesses with fewer than 10 employees. The use of biometric elements has increased more in 
medium-sized and large companies. 

Given these results, if the necessary compliance with the clocking-in obligation may cause friction, a greater 
degree of implementation of the ICT in the security systems will help to build a more transparent labour market that 
improves the life and wellbeing of all players involved. In the end, one of the stars of a recently ended US sitcom 
may have been right when he said in an episode: "Everything is better with bluetooth". Even working.
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